

	
3GPP TSG-SA2 Meeting # 143E (e-meeting)	S2-2101581
 Elbonia, February 24 -  March 09, 2021									   (revision of S2-2100291r01)
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	23.502
	CR
	2489
	rev
	1
	Current version:
	16.7.1
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X

	

	Title:	
	MTC Provider Information handling

	
	

	Source to WG:
	Ericsson

	Source to TSG:
	SA2

	
	

	Work item code:
	5G_CIoT
	
	Date:
	2021-02-18

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	MTC Provider Information, provided from AF to UDM via NEF, has been introduced in stage 3 for several different cases, i.e. event monitoring configuration, NIDD configuration, and Parameter Provisioning e.g. expected UE behaviour, 5G Vn Group Configuration, Enhanced Coverage Restriction, etc. 

However, it is missing in 23.502 for most of the cases except NIDD configuration and authorization. 


	
	

	Summary of change:
	Updates in the MTC Provider Informatin description in caluse 4.15.1 General.

Updates in the flow in clause 4.15.3 for event monitoring, clause 4.15.6 for parameter provisioning to include MTC Provider Information and clause 4.27.1 for EC restriction control.

Updates in the service operations in clause 5.2.3 for UDM and 5.2.6 for NEF to include MTC Provider Information as optional IE.

	
	

	Consequences if not approved:
	Missing requirement for certain cases where MTC provider Information can be provided by AF to UDM via NEF and misalignment with stage 3 specs which can lead to unfunctional system.

	
	

	Clauses affected:
	4.15.1, 4.15.3.2.2, 4.15.3.2.3, 4.15.6.2, 4.27.1, 5.2.3.5.2, 5.2.3.6.3, 5.2.6.2.2, 5.2.6.4.3, 5.2.6.18.3

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc20204190][bookmark: _Toc27894879][bookmark: _Toc36191957][bookmark: _Toc45193047][bookmark: _Toc47592679][bookmark: _Toc51834766][bookmark: _Toc59100592][bookmark: _Toc27894893][bookmark: _Toc36191971][bookmark: _Toc45193061][bookmark: _Toc36191973][bookmark: _Toc45193063]4.15.1	General
The network capability exposure comprises
-	Exposure of network events externally as well as internally towards core network NFs;
-	Exposure of provisioning capability towards external functions;
-	Exposure of policy and charging capabilities towards external functions;
-	Exposure of core network internal capabilities for analytics.
-	Exposure of analytics to external party.
-	Retrieval of data from external party by NWDAF.
When subscribing to event reporting the NF consumer(s) provide:
-	One or multiple Event ID(s). An Event ID identifies the type of event being subscribed to (e.g. PDU Session Release, UE mobility out of an Area of Interest, etc.).
-	Event Filter Information: Provides Event Parameter Types and Event Parameter Value(s) to be matched against, in order to meet the condition for notifying the subscribed Event ID e.g. the Event Parameter Type could be "Area of interest" and Event Parameter Value list could be list of TAs; The Event Filter depends on the Event ID. The Event Filter Information is provided per Event ID(s) being subscribed to: within a subscription different Event ID(s) may be associated with different Event Filter Information.
-	Event Reporting Information described in the Table 4.15.1-1 below. Within a subscription all Event ID(s) are associated with a unique Event Reporting Information.
-	Target of Event Reporting: this may indicate a specific UE or PDU Session, a group of UE(s) or any UE (i.e. all UEs), Within a subscription all Event ID (s) are associated with the same Target of Event Reporting (possibly corresponding to multiple UE or multiple PDU Sessions).
-	A Notification Target Address (+ Notification Correlation ID) allowing the Event Receving NF to correlate notifications received from the Event provider with this subscription. A subscription is associated with an unique Notification Target Address (+ Notification Correlation ID). In the case that the NF consumer subscribes to the NF producer on behalf of other NF, the NF consumer includes the Notification Target Address(+Notification Correlation ID) of other NF for the Event ID which is to be notified to other NF directly, and the Notification Target Address(+Notification Correlation ID) of itself for the Subscription change related event notification. Each Notification Target Address(+ Notification Correlation ID) is associated with related (set of) Event ID(s).
-	An Expiry time represents the time upto which the subscription is desired to be kept as active. The NF service consumer may suggest an Expiry time and provide to the NF service producer. Based on the operator's policy, the NF service producer decides whether the subscription can be expired. If the subscripton can be expired, the NF service producer determines the Expiry time and provide it in the response to the NF service consumer. If the event subscription is about to expire based on the received Expiry time and the NF service consumer wants to keep receiving notifications, the NF service consumer update the subscription with the NF service producer in order to extend the Expiry time. Once the Expiry time associated with the subscription is reached, the subscription becomes invalid at the NF service producer. If the NF service consumer wants to keep receiving notifications, it shall create a new subscription with the NF service producer.
When the subscription is accepted by the Event provider NF, the consumer NF receives from the event provider NF an identifier (Subscription Correlation ID) allowing to further manage (modify, delete) this subscription.
NOTE 1:	The Notification Correlation ID is allocated by the consumer NF that subscribes to event reporting and the Subscription Correlation ID is allocated by the NF that notifies when the event is met. Both correlation identifiers can be assigned the same value, although in principle they are supposed to be different, as they are optimized for finding the subscription related context within each NF.
The consumer NF may use an operation dedicated to subscription modification to add or remove Event ID(s) to this subscription or to modify Event Filter Information.
Events are subscribed by the consumer NF(s) by providing Event Filters. The contents of the Event Reporting Information along with the presence requirement of each information element is described in Table 4.15.1-1.
Table 4.15.1-1: Event Reporting Information
	Event Reporting Information Parameter
	Description
	Presence requirement

	Event reporting mode
	Mode of reporting - e.g reporting up to a maximum number of reports, periodic reporting along with periodicity, reporting up to a maximum duration
	mandatory

	Maximum number of reports
	Maximum number of reports after which the event subscription ceases to exist
	(see NOTE 2)

	Maximum duration of reporting
	Maximum duration after which the event subscription ceases to exist
	(see NOTE 2)

	Immediate reporting flag
	The Event provider NF notifies the current status of the subscribed event, if available, immediately to the consumer NF.
	

	Sampling ratio
	Percentage of sampling (1%..100%) among impacted UEs.
	optional
(see NOTE 3)

	Group Reporting Guard Time
	Parameter for group-based monitoring configuration to indicate the time for which the Monitoring Event Reporting(s) related with the UEs in a group can be aggregated before sending them to the consumer NF.
	optional

	NOTE 2:	The requester shall include 2) Maximum number of reports or 3) Maximum duration of reporting, or both, depending on 1) Event reporting mode.
NOTE 3:	Parameter only applicable to certain event IDs reporting metrics (e.g. Number of UEs present in a geographical area) used and used e.g. by the NWDAF for data collection.



NOTE 4:	Explicit unsubscribe by the NF consumer is still possible.
Maximum number of reports is applicable to the subscription to one UE or a group of UE(s). When the subscription is applied to a group of UE(s), the parameter is applied to each individual member UE. The count of number of reports is per Event Type granularity.
Maximum duration of reporting is applicable to the subscription to one UE, a group of UE(s) or any UE. When the subscription is applied to a group of UE(s), this parameter applies to each group member UE. When the subscription is applied to any UE, this parameter applies to all the impacted UEs.
If for a given subscription both Maximum Number of reports and Maximum duration of reporting are included then the subscription is considered to expire as soon as one of the conditions is met.
Sampling ratio is applicable to subscription targeting a group of UEs or any UE. When a sampling ratio is provided, a random subset is selected among the target UEs according to the sampling ratio and only the events related to this subset are reported. A UE remains selected until it is not managed by the event provider NF any more. A UE newly managed by the NF may become selected.
Group Reporting Guard Time is an optional parameter for group-based monitoring configuration to indicate the time for which the Monitoring Event Reporting(s) related with the UEs in a group can be aggregated before sending them to the consumer NF. The value of the Group Reporting Guard time should be set less than the Maximum duration of reporting. For the continuous monitoring reporting, unless the Maximum duration of reporting has been reached, the Group Reporting Guard timer is restarted when it expires. If the time left until the Maximum duration of reporting is less than the Group Reporting Guard Time, then the Group Reporting Guard timer shall be set to expire when the Maximum duration of reporting expires. If the Maximum duration of reporting is expired, the Group Reporting Guard Time, if running, shall be considered to expire and aggregated Monitoring Event Reporting(s) is sent to destination immediately.
Table 4.15.1-1 indicates the presence requirements for the Event Reporting Information.
Corresponding notifications contain at least the Notification Correlation ID together with the Event ID and the individual target (e.g. UE or PDU Session ID) associated with the notification.
If the NF service consumer decides to terminate the event subscription, it unsubscribes the event subscription by sending unsubscription request to the event provider NF. After receiving unsubscription request from the NF service consumer, the event provider NF terminates the event subscription.
The following clauses describe the external exposure of network capabilities and core network internal event and capability exposure.
When the immediate reporting flag is set, the first corresponding event report is included in the output message, if corresponding information is available at the reception of the subscription request of the event.
During Monitoring Event Subscription as in clause 4.15.3, Parameter Provisioning as in clause 4.15.6, NIDD configuration as in clause 4.25.3 and Enhanced Coverage Restriction Control as in clause 4.27.1, The the optional parameter MTC Provider Information as used e.g. in clause 4.25.3, is a reference parameter that may be provided by AF or determined by NEF based on which AF it communicates with. The MTC Provider Information identifies the MTC Service Provider and/or MTC Application.
NOTE 5:	The MTC Provider Information can be used by Service Providers for, e.g. to distinguish their different customers.
NOTE 6:	The MTC Provider Information is an optional parameter. The NEF can validate the provided MTC Provider Information and override it to a NEF selected MTC Provider Information based on configuration. How the NEF determines the MTC Provider Information, if not present, is left to implementation (e.g., based on the requesting AF).
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The procedure is used by the NEF to subscribe to notifications and to explicitly cancel a previous subscription. Cancelling is done by sending Nudm_EventExposure_Unsubscribe request identifying the subscription to cancel. The notification steps 4 and 5 are not applicable in cancellation case.


Figure 4.15.3.2.2-1: Nudm_EventExposure_Subscribe, Unsubscribe and Notify operations
1.	The NEF subscribes to one or several monitoring events by sending Nudm_EventExposure_Subscribe request. The NEF subscribes to one or several Event(s) (identified by Event ID) and provides the associated notification endpoint of the NEF.
	Event Reporting Information defines the type of reporting requested. If the reporting event subscription is authorized by the UDM, the UDM records the association of the event trigger and the requester identity.
	The subscription may include Maximum number of reports and/or Maximum duration of reporting IE, and optionally MTC Provider Information.
2a.	[Conditional] Some events (e.g. loss of connectivity), require that UDM sends Namf_EventExposure_Subscribe request to the AMF serving that UE. As the UDM itself is not the Event Receiving NF, the UDM shall additionally provide the notification endpoint of itself besides the notification endpoint of NEF. Each notification endpoint is associated with the related (set of) Event ID(s). This is to assure the UDM can receive the notification of subscription change related event.
	The UDM sends the Namf_EventExposure_Subscribe request to all serving AMF(s) (if subscription applies to a UE or a group of UE(s)), or to all the AMF(s) in the same PLMN as UDM (if subscription applies to any UE).
	If the subscription applies to a group of UE(s), the UDM shall include the same notification endpoint of itself, i.e. Notification Target Address (+ Notification Correlation Id), in the subscriptions to all UE's serving AMF(s).
NOTE:	The same notification endpoint of UDM is to help the AMF identify whether the subscription for the requested group event is same or not when a new group member UE is registered.
2b.	[Conditional] AMF acknowledges the execution of Namf_EventExposure_Subscribe.
3.	UDM acknowledges the execution of Nudm_EventExposure_Subscribe.
	If the subscription is applicable to a group of UE(s) and the Maximum number of reports is included in the Event Report information in step 1, the Number of UEs within this group is included in the acknowledgement.
4a - 4b.	[Conditional - depending on the Event] The UDM detects the monitored event occurs and sends the event report, by means of Nudm_EventExposure_Notify message, to the associated notification endpoint of the NEF, along with the time stamp. NEF may store the information in the UDR along with the time stamp using either Nudr_DM_Create or Nudr_DM_Update service operation as appropriate.
4c - 4d.	[Conditional - depending on the Event] The AMF detects the monitored event occurs and sends the event report, by means of Namf_EventExposure_Notify message, to the associated notification endpoint of the NEF, along with the time stamp. NEF may store the information in the UDR along with the time stamp using either Nudr_DM_Create or Nudr_DM_Update service operation as appropriate.
	If the AMF has a maximum number of reports stored for the UE, the AMF shall decrease its value by one for the reported event.
	For both step 4a and step 4c, when the maximum number of reports is reached and if the subscription is applied to a UE, The NEF unsubscribes the monitoring event(s) to the UDM and the UDM unsubscribes the monitoring event(s) to AMF serving that UE.
	For both step 4a and step 4c, when the maximum number of reports is reached for an individual group member UE, the NEF uses the Number of UEs received in step 3 to determine if reporting for the group is complete. If the NEF determines that reporting for the group is complete, the NEF unsubscribes the monitoring event(s) to the UDM and the UDM unsubscribes the monitoring event(s) to all AMF(s) serving the UEs belonging to that group.
	When the Maximum duration of reporting expires in the NEF, the UDM and the AMF, then each of these nodes shall locally unsubscribe the monitoring event.
5.	[Conditional - depending on the Event] The AMF detects the subscription change related event occurs, e.g. Subscription Correlation ID change due to AMF reallocation or addition of new Subscription Correlation ID due to a new group UE registered, it sends the event report by means of Namf_EventExposure_Notify message to the associated notification endpoint of the UDM.
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4.15.3.2.3	NEF service operations information flow
The procedure is used by the AF to subscribe to notifications and to explicitly cancel a previous subscription. Cancelling is done by sending Nnef_EventExposure_Unsubscribe request identifying the subscription to cancel with Subscription Correlation ID. The notification steps 6 to 8 are not applicable in cancellation case.


Figure 4.15.3.2.3-1: Nnef_EventExposure_Subscribe, Unsubscribe and Notify operations
1.	The AF subscribes to one or several Event(s) (identified by Event ID) and provides the associated notification endpoint of the AF by sending Nnef_EventExposure_Subscribe request.
	Event Reporting Information defines the type of reporting requested (e.g. one-time reporting, periodic reporting or event based reporting, for Monitoring Events). If the reporting event subscription is authorized by the NEF, the NEF records the association of the event trigger and the requester identity. The subscription may also include Maximum number of reports and/or Maximum duration of reporting IE, and optionally MTC Provider Information.
2.	[Conditional - depending on authorization in step 1] The NEF subscribes to received Event(s) (identified by Event ID) and provides the associated notification endpoint of the NEF to UDM by sending Nudm_EventExposure_Subscribe request. The NEF maps the AF-Identifier into DNN and S-NSSAI combination based on local configuration, and include DNN, S-NSSAI in the request.
	If the reporting event subscription is authorized by the UDM, the UDM records the association of the event trigger and the requester identity. Otherwise, the UDM continues in step 4 indicating failure.
3a.	[Conditional] If the requested event (e.g. monitoring of Loss of Connectivity) requires AMF assistance, then the UDM sends the Namf_EventExposure_Subscribe to the AMF serving the requested user. The UDM sends the Namf_EventExposure_Subscribe request to the all serving AMF(s) (if subscription applies to a UE or a group of UE(s)), or all the AMF in the same PLMN as the UDM (if subscription applies to any UE).
	As the UDM itself is not the Event Receiving NF, the UDM shall additionally provide the notification endpoint of itself besides the notification endpoint of NEF. Each notification endpoint is associated with the related (set of) Event ID(s). This is to assure the UDM can receive the notification of subscription change related event.
	If the subscription applies to a group of UE(s), the UDM shall include the same notification endpoint of itself, i.e. Notification Target Address (+ Notification Correlation Id), in the subscriptions to all UE's serving AMF(s).
NOTE 1:	The same notification endpoint of UDM is to help the AMF identify whether the subscription for the requested group event is same or not when a new group member UE is registered.
3b.	[Conditional] AMF acknowledges the execution of Namf_EventExposure_Subscribe.
3c.	[Conditional] If the requested event (e.g. PDU Session Status) requires SMF assistance, then the UDM sends the Nsmf_EventExposure_Subscribe Request message to each SMF where at least one UE identified in step 2 has a PDU session established. The NEF notification endpoint received in step 2 is included in the message.
NOTE 2:	In the home routed case, the UDM sends the subscription to the V-SMF via the H-SMF.
3d.	[Conditional] The SMF acknowledges the execution of Nsmf_EventExposure_Subscribe.
4.	[Conditional] UDM acknowledges the execution of Nudm_EventExposure_Subscribe.
	If the subscription is applicable to a group of UE(s) and the Maximum number of reports is included in the Event Report information in step 1, the Number of UEs is included in the acknowledgement.
5.	NEF acknowledges the execution of Nnef_EventExposure_Subscribe to the requester that initiated the request.
6a - 6b.	[Conditional - depending on the Event] The UDM (depending on the Event) detects the event occurs and sends the event report, by means of Nudm_EventExposure_Notify message to the associated notification endpoint of the NEF along with the time stamp. NEF may store the information in the UDR along with the time stamp using either Nudr_DM_Create or Nudr_DM_Update service operation as appropriate.
6c - 6d.	[Conditional - depending on the Event] The AMF detects the event occurs and sends the event report, by means of Namf_EventExposure_Notify message to associated notification endpoint of the NEF along with the time stamp. NEF may store the information in the UDR along with the time stamp using either Nudr_DM_Create or Nudr_DM_Update service operation as appropriate.
	If the AMF has a maximum number of reports stored for the UE or the individual member UE, the AMF shall decrease its value by one for the reported event.
	For both step 6a and step 6b, when the maximum number of reports is reached and if the subscription is applied to a UE, The NEF unsubscribes the monitoring event(s) to the UDM and the UDM unsubscribes the monitoring event(s) to AMF serving for that UE.
	For both step 6a and step 6b, when the maximum number of reports is reached for an individual group member UE, the NEF uses the Number of UEs received in step 4 to determine if reporting for the group is complete. If the NEF determines that reporting for the group is complete, the NEF unsubscribes the monitoring event(s) to the UDM and the UDM unsubscribes the monitoring event(s) to all AMF(s) serving the UEs belonging to that group.
	When the Maximum duration of reporting expires in the NEF, the UDM and the AMF, then each of these nodes shall locally unsubscribe the monitoring event.
6e - 6f.	[Conditional - depending on the Event] When the SMF detects a subscribed event, the SMF sends the event report, by means of Nsmf_EventExposure_Notify message, to the associated notification endpoint of the NEF provided in step 3c. NEF may store the information in the UDR along with the time stamp using either Nudr_DM_Create or Nudr_DM_Update service operation as appropriate.
7.	[Conditional - depending on the Event in steps 6a-6f] The NEF forwards to the AF the reporting event received by either Nudm_EventExposure_Notify and/or Namf_EventExposure_Notify. In the case of the PDU Session Status event, the NEF maps it to an PDN Connectivity Status notification when reporting to the AF.
8.	[Conditional - depending on the Event] The AMF detects the subscription change related event occurs, e.g. Subscription Correlation ID change due to AMF reallocation or addition of new Subscription Correlation ID due to a new group UE registered, it sends the event report, by means of Namf_EventExposure_Notify message to the associated notification endpoint of the UDM.
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4.15.6.2	NEF service operations information flow


Figure 4.15.6.2-1: Nnef_ParameterProvision_Create / Nnef_ParameterProvision_Update / Nnef_ParameterProvision_Delete request/response operations
0.	NF subscribes to UDM notifications of UE and/or Group Subscription data updates.
NOTE 1:	The NF can subscribe to Group Subscription data from UDM in this step and be notified of Group Subscription data updates in step 7 using the Shared Data feature defined in TS 29.503 [52].
0b.	[Conditional, on using NWDAF-assisted values] The AF may subscribe to NWDAF via NEF in order to learn the UE mobility analytics and/or UE Communication analytics for a UE or group of UEs by applying the procedure specified in TS 23.288 [50] clause 6.1.1.2. The Analytics Id is set to any of the values specified in TS 23.288 [50] clause 6.7.1.
0c.	[Conditional, on using NWDAF-assisted values] AF validates the received data and derives any of the Expected UE behaviour parameters defined in clause 4.15.6.3 for a UE or group of UEs.
1.	The AF provides one or more parameter(s) to be created or updated in a Nnef_ParameterProvision_Create or Nnef_ParameterProvision_Update or Nnef_ParameterProvision_Delete Request to the NEF.
	The GPSI identifies the UE and the Transaction Reference ID identifies the transaction request between NEF and AF. For the case of Nnef_ParameterProvision_Create, The NEF assigns a Transaction Reference ID to the Nnef_ParameterProvision_Create request.
	NEF checks whether the requestor is allowed to perform the requested service operation by checking requestor's identifier (i.e. AF ID).
	For a Create request associated with a 5G VN group, the External Group ID identifies the 5G VN Group.
	The payload of the Nnef_ParameterProvision_Update Request includes one or more of the following parameters:
-	Expected UE Behaviour parameters (see clause 4.15.6.3), or
-	Network Configuration parameters (see clause 4.15.6.3a), or
-	External Group Id and 5G VN group data (i.e. 5G-VN configuration parameters) (see clause 4.15.6.3b), or
-	5G VN group membership management parameters (see clause 4.15.6.3c), or.
-	Location Privacy Indication parameters of the "LCS privacy" Data Subset of the Subscription Data (see clause 5.2.3.3.1 and TS 23.273 [51] clause 7.1), or
-	MTC Provider Information.
	The AF may request to delete 5G VN configuration by sending Nnef_ParameterProvision_Delete to the NEF.
2.	If the AF is authorised by the NEF to provision the parameters, the NEF requests to create, update and store, or delete the provisioned parameters as part of the subscriber data via Nudm_ParameterProvision_Create, Nudm_ParameterProvision_Update or Nudm_ParameterProvision_Delete Request message, the message includes the provisioned data and NEF reference ID, and optionally MTC Provider Information.
	If the AF is not authorised to provision the parameters, then the NEF continues in step 6 indicating the reason to failure in Nnef_ParameterProvision_Create/Update/Delete Response message. Step 7 does not apply in this case.
NOTE 2:	For non-roaming case and no authorisation or validation by the UDM required and if the request is not associated with a 5G VN group, the NEF can directly forward the external parameter to the UDR via Nudr_DM_Update Request message. And in this case, the UDR responds to NEF via Nudr_DM_Update Response message.
3.	UDM may read from UDR, by means of Nudr_DM_Query, corresponding subscription information in order to validate required data updates and authorize these changes for this subscriber or Group for the corresponding AF.
4.	If the AF is authorised by the UDM to provision the parameters for this subscriber, the UDM resolves the GPSI to SUPI, and requests to create, update or delete the provisioned parameters as part of the subscriber data via Nudr_DM_Create/Update/Delete Request message, the message includes the provisioned data.
	If a new 5G VN group is created, the UDM shall assign a unique Internal Group ID for the 5G VN group and include the newly assigned Internal Group ID in the Nudr_DM_Create Request message. If the list of 5G VN group members is changed or if 5G VN group data has changed, the UDM updates the UE and/or Group subscription data according to the AF/NEF request.
	UDR stores the provisioned data as part of the UE and/or Group subscription data and responds with Nudr_DM_Create/Update/Delete Response message.
	When the 5G VN group data (as described in clause 4.15.6.3b) is updated, the UDR notifies to the subscribed PCF by sending Nudr_DM_Notify as defined in clause 4.16.12.2.
	If the AF is not authorised to provision the parameters, then the UDM continues in step 5 indicating the reason to failure in Nudm_ParameterProvision_Update Response message and step 7 is not executed.
	The UDM classifies the received parameters (i.e. Expected UE Behaviour parameters or the Network Configuration parameters or the 5G VN configuration parameters or Location Privacy Indication parameters), into AMF-Associated and SMF-Associated parameters. The UDM may use the AF ID received from the NEF in step 2 to relate the received parameter with a particular subscribed DNN and/or S-NSSAI. The UDM stores the SMF-Associated parameters under corresponding Session Management Subscription data type.
	Each parameter or parameter set may be associated with a validity time. The validity time is stored at the UDM/UDR and in each of the NFs, to which parameters are provisioned (e.g. in AMF or SMF). Upon expiration of the validity time, each node deletes the parameters autonomously without explicit signalling.
5.	UDM responds the request with Nudm_ParameterProvision_Create/Update/Delete Response. If the procedure failed, the cause value indicates the reason.
6.	NEF responds the request with Nnef_ParameterProvision_Create/Update/Delete Response. If the procedure failed, the cause value indicates the reason.
7.	[Conditional this step occurs only after successful step 4] UDM notifies the subscribed Network Function (e.g., AMF) of the updated UE and/or Group subscription data via Nudm_SDM_Notification Notify message.
a)	If the NF is AMF, the UDM performs Nudm_SDM_Notification (SUPI or Internal Group Identifier, AMF-Associated parameters, etc.) service operation. The AMF identifies whether there are overlapping parameter set(s) and merges the parameter set(s) in the Expected UE Behaviour, if necessary. The AMF uses the received AMF-Associated parameters to derive the appropriate UE configuration of the NAS parameters and to derive Core Network assisted RAN parameters. The AMF may determine a Registration area based on parameters Stationary indication or Expected UE Moving Trajectory.
b)	If the NF is SMF, the UDM performs Nudm_SDM_Notification (SUPI or Internal Group Identifier, SMF-Associated parameter set, DNN/S-NSSAI, etc.) service operation.
	The SMF stores the received SMF-Associated parameters and associates them with a PDU Session based on the DNN and S-NSSAI included in the message from UDM. The SMF identifies whether there are overlapping parameter set(s) in the Expected UE behaviour and merges the parameter set(s), if necessary. The SMF may use the SMF-Associated parameters as follows:
-	SMF configures the UPF accordingly. The SMF can use the Scheduled Communication Type parameter or Suggested Number of Downlink Packets parameter to configure the UPF with how many downlink packets to buffer. The SMF may use the parameter Communication duration time to determine to deactivate UP connection and to perform CN-initiated selective deactivation of UP connection of an existing PDU Session.
-	The SMF may derive SMF derived CN assisted RAN information for the PDU Session. The SMF provides the SMF derived CN assisted RAN information to the AMF as described in PDU Session establishment procedure or PDU Session modification procedure.
NOTE 3:	The NEF (in NOTE 1) or the UDM (in step 3) can also update the corresponding UDR data via Nudr_DM_Create/Delete as appropriate.
* * * * Next change * * * *
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The support for Enhanced Coverage Restriction Control via NEF enables AF to query status of Enhanced Coverage Restriction or enable/disable Enhanced Coverage Restriction per individual UEs. Figure 4.27.1-1 shows the procedure for Enhanced Coverage Restriction Control via NEF.


Figure 4.27.1-1: Enhanced Coverage Restriction Control via NEF
1.	The AF may enable or disable Enhanced Coverage Restriction or query the status of Enhanced Coverage Restriction by sending the Nnef_ECRestriction_Update Request or Nnef_ECRestriction_Get Request respectively. Both the service operations require GPSI and AF Identifier as required input, and optionally MTC Provider Information.
2.	Based on operator policies, if the AF is not authorized to perform the request (e.g. if the SLA does not allow for it) or if the AF has exceeded its quota or rate of submitting Enhanced Coverage Requests, the NEF performs Step 8 and provides a cause value appropriately indicating the failure result.
3.	The NEF sends the Nudm_ParameterProvision_Update Request to update the subscription data for Enhanced Coverage Restriction. The NEF sends the Nudm_SDM_Get Request service operation to query the status of Enhanced Coverage Restriction.
4.	The UDM checks the GPSI and examines whether any included parameters are in the range acceptable by the operator, whether Enhanced Coverage Restriction is supported by the serving NF (i.e., AMF in this case). If this check fails, the UDM provides a cause value indicating the reason for failure condition to the NEF in step 7
	In the case of Nudm_ParameterProvision_Update Request, the UDM sets the Enhanced Coverage Restriction information to the appropriate value and procedure continues to step 5.
	In the case of Nudm_SDM_Get Request, the UDM may retrieve the status of Enhanced Coverage Restriction information from UDR using Nudr_DM_Query Request and skip steps 5 and 6.
5.	The UDM sends Nudm_SDM_Notification and provide AMF with updates Enhanced Coverage Restriction information.
6.	The AMF updates the Enhanced Coverage Restriction information stored in the UE context. The AMF will transfer Enhanced Coverage Restriction information stored as part of its UE context during AMF change.
NOTE:	UE is informed of the updated Enhanced Coverage Restriction information at the next Registration procedure or based on the local policy the network can de-register the UE indicating re-registration is required.
7.	The UDM sends the Nudm_ParameterProvision_Update Response or Nudm_SDM_Get Response to the NEF.
8.	The NEF sends the Nnef_ECRestriction_Update Response or Nnef_ECRestriction_Get Response to the AF.
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* * * * Next change * * * *
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Service operation name: Nudm_EventExposure_Subscribe
Description: The NF consumer subscribes to receive an event, or if the subscription is already defined in UDM, then the subscription is updated.
NF Consumers: NEF.
Inputs, Required: Target of Event Reporting: UE(s) ID (SUPI or GPSI, Internal Group Identifier or External Group Identifier, or indication that any UE is targeted), Event filter containing the Event Id(s) (see clause 4.15.3.1) and Event Reporting Information defined in Table 4.15.1-1.
Inputs, Optional: Expiry time, DNN, S-NSSAI, traffic descriptor identifying the source of the downlink IP or Ethernet traffic (for Availability after DDN Failure and downlink data delivery status events), MTC Provider Information.
For configuration of monitoring events applicable to both EPC and 5GC, a combined SCEF+NEF indicates that the monitoring event is also applicable to EPC (i.e. the event must be reported both by 5GC and EPC) and may include a SCEF address (i.e. if the event needs to be configured in a serving node in the EPC and the corresponding notification needs to be sent directly to the SCEF).
Outputs, Required: Operation execution result indication. When the subscription is accepted: Subscription Correlation ID, Expiry time (required if the subscription can be expired based on the operator's policy).
Outputs, Optional: First corresponding event report is included, if corresponding information is available (see clause 4.15.1), Number of UE if the External Group Identifier and Maximum Number of Reports are included in the inputs.
Number of UEs indicates the number of UEs within the group identified by the External Group Identifier. The NEF uses this value to determine whether the monitoring event has been reported for all group member UEs.
* * * * Next change * * * *
[bookmark: _Toc27895158][bookmark: _Toc36192255][bookmark: _Toc45193368][bookmark: _Toc47593000][bookmark: _Toc51835087][bookmark: _Toc59100913]5.2.3.6.2	Nudm_ParameterProvision_Update service operation
Service operation name: Nudm_ParameterProvision_Update.
Description: The consumer updates the UE related information (e.g., Expected UE Behaviour, Network Configuration parameters, Location Privacy Indication parameters, Enhanced Coverage Restriction Information) or 5G VN group related information (5G VN group data, 5G VN membership management).
Inputs, Required: AF ID, Transaction Reference ID(s).
Inputs, Optional: GPSI or SUPI, External Group ID, at least one of the Expected UE Behaviour parameters or at least one of the Network Configuration parameters or 5G VN group related information, , MTC Provider Information, Validity Time or Location Privacy Indication parameters or Enhanced Coverage Restriction Information.
Outputs, Required: Transaction Reference ID(s), Operation execution result indication.
Outputs, Optional: Transaction specific parameters, if available.
* * * * Next change * * * *
5.2.3.6.3	Nudm_ParameterProvision_Create service operation
Service operation name: Nudm_ParameterProvision_Create
Description: The consumer creates a Network Configuration with one or more parameters, or a 5G VN group related information (e.g. 5G VN group data, 5G VN membership management).
Inputs, Required: AF ID, Transaction Reference ID(s).
Inputs, Optional: GPSI, External Group ID, one or multiple Network Configuration parameters, or for 5G VN group creation, External Group ID and 5G VN group related information, MTC Provider Information.
Outputs, Required: Transaction Reference ID(s), Operation execution result indication.
Outputs, Optional: Transaction specific parameters, if available; Internal Group ID if the inputs include a new 5G VN configuration.
* * * * Next change * * * *
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Service operation name: Nnef_EventExposure_Subscribe
Description: the consumer subscribes to receive an event, or if the event is already defined in NEF, then the subscription is updated.
Inputs, Required: (Set of) Event ID(s) as specified in clause 4.15.3.1 or Npcf_PolicyAuthorization_Notify and Naf_EventExposure_Subscribe service operation, Target of Event Reporting (GPSI, SUPI, External Group Identifier, or Internal Group Identifier), Event Reporting Information defined in Table 4.15.1-1, Notification Target Address (+ Notification Correlation ID), MTC Provider Information.
Inputs, Optional: Event Filter, (set of) Application Identifier(s), Subscription Correlation ID (in the case of modification of the event subscription), Expiry time.
Outputs, Required: When the subscription is accepted: Subscription Correlation ID, Expiry time (required if the subscription can be expired based on the operator's policy).
Outputs, Optional: First corresponding event report is included, if available (see clause 4.15.1).
* * * * Next change * * * *
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Service operation name: Nnef_ParameterProvision_Update
Description: The consumer updates the UE related information (e.g., Expected UE Behaviour, Network Configuration parameters, Location Privacy Indication parameters) or 5G VN Group related information (e.g. 5G VN group data, 5G VN membership management).
Inputs, Required: AF ID, Transaction Reference ID.
Inputs, Optional: GPSI, External Group ID at least one of the Expected UE Behaviour parameters or at least one of the Network Configuration parameters or 5G VN related information, Validity Time or Location Privacy Indication parameters, MTC Provider Information.
Outputs, Required: Operation execution result indication.
Outputs, Optional: Transaction specific parameters, if available.
* * * * Next change * * * *

5.2.6.4.3	Nnef_ParameterProvision_Create service operation
Service operation name: Nnef_ParameterProvision_Create
Description: The consumer creates a 5G VN group.
Inputs, Required: AF ID, Transaction Reference ID.
Inputs, Optional: GPSI, External Group ID for 5G VN group creation, External Group ID, 5G VN group related information (e.g., 5G VN group data, 5G VN membership management), MTC Provider Information.
Outputs, Required: Operation execution result indication.
Outputs, Optional: Transaction specific parameters, if available.
* * * * Next change * * * *
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Service operation name: Nnef_ECRestriction_Update
Description: The consumer enables or disables the Enhanced Coverage Restriction.
Inputs, Required: GPSI, AF Identifier, Enhanced Coverage Restriction information.
Inputs, Optional: MTC Provider Information.
Outputs, Required: Operation execution result indication.
Outputs, Optional: 

* * * * End of changes * * * *


image1.emf
 

NEF 

     UDM 

AMF 

. 

 

2b. Namf_EventExposure_(Un)Subscribe 

Response

4c. Namf_EventExposure_Notify

3. Nudm_EventExposure_(Un)Subscribe 

Response

 

4a. Nudm_EventExposure_Notify

  5. Namf_EventExposure_Notify _  

UDR 

 

4b. Nudr_DM_Create/Update

 

4d. Nudr_DM_Create/Update  

2a. Namf_EventExposure_(Un)Subscribe 

Request

1. Nudm_EventExposure_(Un)Subscribe 

Request


Microsoft_Visio_Drawing.vsdx

NEF



UDM

AMF

.


2b. Namf_EventExposure_(Un)Subscribe Response
4c. Namf_EventExposure_Notify
3. Nudm_EventExposure_(Un)Subscribe Response

4a. Nudm_EventExposure_Notify

5. Namf_EventExposure_Notify
_

UDR


4b. Nudr_DM_Create/Update

4d. Nudr_DM_Create/Update

2a. Namf_EventExposure_(Un)Subscribe Request
1. Nudm_EventExposure_(Un)Subscribe Request



image2.emf
UDM NEF AF AMF SMF

1.Nnef_EventExposure_Subscribe/

Unsubscribe Request

2.Nudm_EventExposure_Subscribe/Unsubscribe Request

3c.Nsmf_EventExposure_Subscribe/

Unsubscribe Request

3a.Namf_EventExposure_Subscribe/

Unsubscribe Request

3d.Nsmf_EventExposure_Subscribe/

Unsubscribe Response

3b.Namf_EventExposure_Subscribe/

Unsubscribe Response

4.Nudm_EventExposure_Subscribe/Unsubscribe Request

5.Nnef_EventExposure_Subscribe/

Unsubscribe Response

   

6c.Namf_EventExposure_Notify

7.Nnef_EventExposure_Notify

UDR

6a.Nudm_EventExposure_Notify

6b.Nudr_DM_Create/Update

6d.Nudr_DM_Create/Update

8.Namf_EventExposure_Notify

   

6e.Nsmf_EventExposure_Notify

6f.Nudr_DM_Create/Update

 


oleObject1.bin


[image: image1.emf]UDM NEF AF AMF SMF


1.Nnef_EventExposure_Subscribe/


Unsubscribe Request


2.Nudm_EventExposure_Subscribe/Unsubscribe Request


3c.Nsmf_EventExposure_Subscribe/


Unsubscribe Request


3a.Namf_EventExposure_Subscribe/


Unsubscribe Request


3d.Nsmf_EventExposure_Subscribe/


Unsubscribe Response


3b.Namf_EventExposure_Subscribe/


Unsubscribe Response


4.Nudm_EventExposure_Subscribe/Unsubscribe Request


5.Nnef_EventExposure_Subscribe/


Unsubscribe Response


   


6c.Namf_EventExposure_Notify


7.Nnef_EventExposure_Notify


UDR


6a.Nudm_EventExposure_Notify


6b.Nudr_DM_Create/Update


6d.Nudr_DM_Create/Update


8.Namf_EventExposure_Notify


   


6e.Nsmf_EventExposure_Notify


6f.Nudr_DM_Create/Update




UDM
NEF
AF
AMF
SMF
1.Nnef_EventExposure_Subscribe/Unsubscribe Request
2.Nudm_EventExposure_Subscribe/Unsubscribe Request
3c.Nsmf_EventExposure_Subscribe/Unsubscribe Request
3a.Namf_EventExposure_Subscribe/Unsubscribe Request
3d.Nsmf_EventExposure_Subscribe/Unsubscribe Response
3b.Namf_EventExposure_Subscribe/Unsubscribe Response
4.Nudm_EventExposure_Subscribe/Unsubscribe Request
5.Nnef_EventExposure_Subscribe/Unsubscribe Response
6c.Namf_EventExposure_Notify
7.Nnef_EventExposure_Notify
UDR
6a.Nudm_EventExposure_Notify
6b.Nudr_DM_Create/Update
6d.Nudr_DM_Create/Update
8.Namf_EventExposure_Notify
6e.Nsmf_EventExposure_Notify
6f.Nudr_DM_Create/Update






image3.emf
AF NEF UDM UDR

NF

1. Nnef_ParameterProvision

_Create/Update/Delete request

2. Nudm_ParameterProvision_

Create/Update/Delete request

3. Nudr_DM_Query

4. Nudr_DM_Update

5. Nudm_ParameterProvision

_Create/Update/Delete response

6. Nnef_ParameterProvision

_Create/Update/Delete response

7. Nudm_SDM_Notification Notify

0. Nudm_SDM_Subscribe request

0b. AF subscribes and receives from NWDAF UE 

Mobility analytics and/or UE Communication 

Analytics 

0c. AF validates the received data and derives the 

Expected UE behaviour parameters 


Microsoft_Visio_2003-2010_Drawing.vsd

image4.emf
AMF UDM NEF AF

1. Nnef_ECRestriction_Update Request/

Nnef_ECRestriction_Get Request

 3. Nudm_ParameterProvision_Update Request/

Nudm_SDM_Get Request

7. Nudm_ParameterProvision_Update Response/

Nudm_SDM_Get Response

8. Nnef_ECRestriction_Update Response/

Nnef_ECRestriction_Get Response

5. Nudm_SDM_Notification

6. Update Enhanced 

Coverage Restriction 

Information in UE 

Context

4. For 

Nudm_ParameterProvision_Update 

service operation UDM notifies AMF

2. NEF handling


Microsoft_Visio_Drawing1.vsdx
AMF
UDM
NEF
AF
1. Nnef_ECRestriction_Update Request/
Nnef_ECRestriction_Get Request
3. Nudm_ParameterProvision_Update Request/
Nudm_SDM_Get Request
7. Nudm_ParameterProvision_Update Response/
Nudm_SDM_Get Response
8. Nnef_ECRestriction_Update Response/
Nnef_ECRestriction_Get Response
5. Nudm_SDM_Notification
6. Update Enhanced Coverage Restriction Information in UE Context
4. For Nudm_ParameterProvision_Update service operation UDM notifies AMF
2. NEF handling



